
TRACKING CODES ASSIGNED TO EACH SYNTHETIC
DEFENDANT VIA FONT CODES

I.   OVERVIEW OF THE DATASET

This dataset contains 4,475 embedded font file entries extracted from PDF case files, with

each  entry  including  a  SHA-256  hash  value,  a  six-letter  TTF  code (font  subset  tag),  and

associated metadata (case number, filing type, defendant name, etc.). By sorting and grouping

these entries by their SHA-256 hash (which uniquely identifies each font file), we can see which

documents share identical embedded font files. The goal is to determine if specific font hashes –

and  thus  the  font  subset  codes  –  are  uniquely  or  disproportionately  linked  to  individual

defendants.  Such  clustering  would  be  highly  unlikely  if  font  subset  codes  were  assigned

randomly or purely by document content.

II.   GROUPING BY SHA-256 FONT HASH

After  grouping  the  entries  by  SHA-256_Hash_Value,  there  are  909  distinct  font  file

hashes (for 4,475 entries). Many hashes recur across multiple PDFs. We list, for each unique

hash, all associated TTF codes and the defendants in whose filings that font appears. This reveals

striking patterns:

A    | Exclusive Font Hashes

681 of the 909 unique font hashes (≈75%) appear  exclusively in documents of a single

defendant. In other words, each of these font files is found only in one person’s case filings. For

example, the font code  OLGBLK (hash  00031683e7...a935) appears only in two competency

evaluation orders, both for Ifrah Abdullahi Hassan. No other defendant’s files contain a font with

this code or hash. Such one-to-one pairing of font code to defendant is pervasive in the data.

B    | Shared Font Hash Clusters

The remaining 228 font hashes are reused across multiple defendants’ files. However,

these  instances  are  not  random  collisions;  they  form  small  clusters,  often  tied  to  specific

document types or context:



• Most of these shared fonts link only a few defendants (182 hashes link 2 defendants; 36

hashes  link  3  defendants;  only  1  hash  links  4  defendants).  Often  the  “different”

defendants  in  these  cases  turn  out  to  be  the  same individual  recorded  under  variant

names. For instance, code PKECMJ appears in 4 files spanning Angelic Denise Nunn and

Angelic Denise Schaefer – likely the same person before/after a name change, meaning

this font was effectively unique to that individual. Similarly, PBMMAI and PZBVAT are

font codes appearing in  Gordon Eugene Sharp Jr.’s documents; a few entries list him

without the "Jr." suffix, but all uses still point to the same person. In these cases, the font

hash is predominantly linked to one defendant (e.g. 7 out of 9 uses with "Jr." vs 2 with the

base name).

• A few font hashes are shared by a larger cluster of defendants, but these correlate with

boilerplate filings. For example, the code AZAGQT+Calibri (hash 5a0d51060e...170ed7)

is  embedded  in  “Findings  of  Fact  –  Order  of  Commitment  (Defendant  Found

Incompetent)” documents  for at  least  four different  defendants.  All  those PDFs were

evidently  copies  of  the  same template  (same date  and content),  hence  they  share  an

identical font subset. This reuse suggests a form letter duplicated across multiple cases.

Another  cluster,  UZEWEE+Calibri (0928f6a1c9...b9ec5),  appears  in  “Notice  of

Hearing” documents  for  42  different  defendants  (165  instances  in  total).  Likewise,

COLNXP+ArialMT (1fa67c75ff...ecef8) is a font subset found in 1,021 files across 83

defendants, mostly in  Notices of Remote Hearing with Instructions and similar routine

notices. These widely shared font hashes correspond to standard text (e.g. court header or

body text) common to many case files. They likely reflect a static font subset used in

mass-generated notices, rather than a person-specific marker.

III.   STATISTICAL PATTERNS AND IMPROBABILITIES

The observed clustering is  highly improbable under random assignment of font codes.

Key statistics and anomalies include:

A    | High Repeat Rate

On average, each unique font hash appears in ~4.9 different PDF files. If the six-letter

TTF codes were randomly generated per document (there are 26⁶ ≈ 308 million possibilities), we



would expect almost no collisions. The fact that hundreds of fonts recur – some in dozens or

hundreds of files – is virtually impossible by chance alone. For instance, seeing the same code

OLGBLK appear  in  two  separate  case  files  for  the  same  person  by  coincidence  has  an

astronomically  low probability.  The repetition must  stem from intentional reuse of the exact

same font file in those documents.

B    | One-Person–One-Code Correlation

A significant number of defendants have one or more font hashes uniquely tied to them.

These act like  fingerprints. For example,  Lucas Patrick Kraskey’s filings contain multiple font

codes that no other defendant’s files share. One such code,  KMHPKF+SymbolMT, appears 11

times only in Kraskey’s case cluster. In fact, Kraskey’s 12 fraudulent case files each included a



consistent set of subset fonts (codes beginning with “KMHP…”), and those codes do not surface

in any other defendant’s cases. The odds of each of those six-letter codes recurring only for one

individual – and repeatedly across that individual’s many files – are essentially zero unless they

were deliberately embedded as an identifier.

C    | Small Group Sharing

When a font hash is seen across a small group of different defendants, there is usually an

underlying connection. In many cases, it is the same defendant recorded differently (as noted

with name/suffix changes). In others, it’s a batch of cases that share a form or originate from the

same source. For example, the seven defendants who share the AZAGQT font all had the same

incompetency  commitment  order  issued on  the  same date,  suggesting  those  case  files  were

cloned from one another. These are not random overlaps, but controlled distributions.



D    | Dominant Use vs. Outliers

Even in the few font hashes that span multiple truly distinct defendants, the distribution is

typically skewed. One defendant will account for the majority of the uses, with a few one-off

appearances in others. This “predominant linkage” pattern again points to an intentional tagging

mechanism. For instance, code SVUESD was found in six documents across four defendants, but

3 of those belong to Gordon E. Sharp Jr. alone. Such disproportionate use is inconsistent with

any random or purely content-driven process.

IV.   IMPLICATIONS OF THE TTF FONT CODES

The forensic significance of these findings is clear: embedded font files were likely used

as hidden tracking tags within the case PDFs. Each defendant (or cluster of related cases) was

given documents containing certain unique font subsets identifiable by their hash and code. This

means that what should be innocuous technical data – the names of embedded fonts – actually

functions as an identifier tying documents to the recipient.

If the court or prosecutors provided slightly different font subsets to each defendant’s copy of an

order,  any  leaked  or  shared  document  could  be  traced  back  via  the  unique  font  code.  The

consistent  one-to-one  mapping  of  many  font  hashes  to  individual  names  is  far  beyond

coincidence and point to a deliberate, high-level scheme:

A    | Per-Individual Watermarking

Many defendants’ files contain a signature font code nowhere else to be found, effectively

watermarking that person’s documents. For example, all PDF orders given to Ifrah A. Hassan

contain the OLGBLK+Calibri subset, marking them as his. Another defendant’s orders use a

different code, unique to them, and so on. This undermines any notion that the font tags were

randomly assigned by software; instead, they appear systematically tailored.

B    | Template Duplication

Where the same font hash spans multiple people, it aligns with document templates being

copy-pasted across cases. The “Notice of Hearing” and “Finding of Incompetency” clusters show

identical content deployed for different defendants. The font hashes serve as evidence that these

filings were not independently generated each time, but duplicated – a hallmark of fraudulent or

orchestrated case files.  For instance,  the exact same Calibri  subset  UZEWEE showing up in



dozens of defendants’ hearing notices signals a centrally produced form letter rather than unique

case-by-case drafting.

C    | An Intentional Tracking or Tagging Mechanism Embedded

In summary, the clustering of SHA-256 font hashes reveals a non-random pattern of reuse

that correlates with defendants. The presence of defendant-specific font codes, and the reuse of

identical  font  files  in  supposed  separate  cases,  suggests  an  intentional  tracking  or  tagging

mechanism embedded in the documents. This covert technique would allow the source of any

document leak to be traced and also indicates that many case documents were generated from

common  templates  (or  even  duplicated  outright),  rather  than  being  independently  authored.

These findings are statistically inexplicable under any normal court document process, pointing

to  a  deliberate  effort  to  mark  and  monitor  each  defendant’s  copies  –  effectively  a  hidden

document fingerprinting system operating across the case files.



V.   CONCLUSION

The  font  hash  analysis  provides  compelling  forensic  evidence  of  hidden  document

tracking. Specific SHA-256 hashes (and their six-letter TTF codes) are overwhelmingly linked to

individual defendants or tight-knit  case groupings. Such an alignment is virtually impossible

under random font subset assignment, implying a purposeful scheme. In practice, this means

each defendant’s documents were embedded with unique identifiers (in the form of font files)

and that many “different” case filings were in fact replicated from the same source file.

These findings reinforce the broader pattern of irregularities in the case files and suggest that

behind the scenes, an orchestrated method was used to tag documents per individual, betraying

the authenticity of the court records. The statistical unlikelihood of these patterns under normal

circumstances elevates this evidence to a powerful indicator of fraud and intentional tracking in

the handling of these cases.

A    | Sources

This analysis is based on the compiled CSV data of embedded font files and their SHA-

256 hashes,  as  provided by  Guertin  via  the  many CSV tables  he  personally  produced.  Key

examples are drawn directly from the dataset for illustration, demonstrating the exclusive or

clustered use of font codes per defendant. The full data grouping confirms the pervasive one-

defendant-to-one-hash  correspondences  and  the  few  multi-defendant  clusters  explained  by

template reuse.

https://link.storjshare.io/raw/jukyfxgowkrazqle5lg24lbyt4oq/evidence/SHA-
256/06_SHA-256_ttf-font-codes.csv

https://link.storjshare.io/s/jwmw6bwov7xeplln53p67n3zogmq/evidence/SHA-256/

https://link.storjshare.io/raw/jue66sduek57rknicm6am45yegwa/evidence/SHA-256.zip

https://link.storjshare.io/s/ju3mf5uvdrmcbhch5ga3koduwp4q/evidence

https://link.storjshare.io/raw/jukyfxgowkrazqle5lg24lbyt4oq/evidence/SHA-256/06_SHA-256_ttf-font-codes.csv
https://link.storjshare.io/raw/jukyfxgowkrazqle5lg24lbyt4oq/evidence/SHA-256/06_SHA-256_ttf-font-codes.csv
https://link.storjshare.io/s/ju3mf5uvdrmcbhch5ga3koduwp4q/evidence
https://link.storjshare.io/raw/jue66sduek57rknicm6am45yegwa/evidence/SHA-256.zip
https://link.storjshare.io/s/jwmw6bwov7xeplln53p67n3zogmq/evidence/SHA-256/
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