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1. Conceptual Foundations 

XP and Skill Trees in a Post-Scarcity Civilization 

In a post-scarcity society – one where basic needs are met and material scarcity is minimal – 

traditional economic incentives give way to motivations like personal growth, reputation, and 

community esteem. In such a future, experience points (XP) and skill trees become key tools for 

encouraging productive contribution and self-actualization. Science fiction has long imagined 

reputational economies replacing money; for example, Cory Doctorow’s Whuffie is a visible 

reputation score used as social currency among peers. These narratives highlight both the potential 

and pitfalls of a gamified society. On one hand, gamified social metrics can validate one’s 

contributions and “personal capital with friends and neighbors”, motivating people to excel in service 

of the community. On the other hand, if designed poorly, such systems could devolve into mere 

score-keeping contests dominated by those who “game the system” for high scores. POLIS’s use of XP 

and skill trees aims to harness the positive aspects – channeling human energies into collaborative 

skill development – while avoiding the traps of shallow competition. 

In a civilization no longer driven by survival scarcity, XP becomes a measure of one’s endeavors and 

mastery. It is a post-monetary reward mechanism: experience points act as a source of pride and 

achievement, validating expertise in specific domains. Unlike money, XP cannot buy material goods 

but it can earn social respect or unlock opportunities in governance (as we discuss later in XP-to-

governance models). This aligns incentives toward altruism, learning, and community service. By 

accumulating XP through meaningful quests, citizens signal their commitment to collective well-being 

– whether it’s mentoring apprentices, organizing a community garden, or contributing to open-source 

projects. In sociological terms, a transparent achievement system helps satisfy higher-order needs like 

esteem and self-actualization: people strive for competence and recognition once lower needs are 

met. 

Just as importantly, skill trees provide a structured path for personal development. Borrowed from 

RPGs, a skill tree is a branching map of competencies where each branch represents a domain of skill 

with progressive levels. In a POLIS context, the Global Human Skill Tree could encompass everything 

from practical civic skills (e.g. first aid, firefighting, urban farming) to digital skills (coding, design) to 

interpersonal or even spiritual skills. By visualizing progress, skill trees give citizens a sense of 

direction and accomplishment. They embody a growth mindset: every task completed is a step 

toward mastery of a larger skill. In a post-scarcity framework, where extrinsic financial motivators 

wane, this intrinsic progression becomes crucial. It provides purpose and meaning – citizens see how 

today’s quest advances them toward becoming, say, a Master Gardener or a Certified Mediator 

within the community. 



Psychological and Sociocultural Drivers of Gamification 

The XP/Quest/Badge system leverages fundamental psychological motivators. Gamification refers to 

the application of game elements (challenges, rewards, competition, progress tracking) in non-

game contexts to enhance engagement and participation. By tapping into innate human drives – 

achievement, curiosity, competition, cooperation – POLIS can foster sustained citizen involvement in 

governance and community projects. Studies on gamification in social impact highlight several 

benefits that are directly relevant to POLIS’s mission: 

• Increased Engagement: Game-like challenges and feedback capture people’s attention, 

motivating them to actively participate. Introducing XP, levels, and badges makes civic duties 

and community work more fun and rewarding, rather than seen as chores. Participants 

become “eager to return for more” as they accumulate XP and unlock new levels of 

contribution. 

• Enhanced Motivation: Gamification taps into both intrinsic motivators (the joy of learning, 

the pride of achievement) and extrinsic rewards (points, badges). This blend inspires 

individuals to set goals and strive for improvement. For example, earning a Community 

Builder badge or hitting Level 5 in Disaster Response skill tree provides recognition that fuels 

further effort. 

• Behavior Change and Learning: By providing clear feedback and incremental goals, a 

gamified system can encourage the adoption of positive behaviors. Small quests (like “attend 

a town hall meeting” or “plant 5 trees in the neighborhood park”) with XP rewards nudge 

citizens towards habits of participation. Over time, these translate into real civic engagement. 

Skill trees also break learning into manageable steps; they “support individuals to work 

towards learning goals” with structured pathways. This scaffolding makes acquiring new 

competencies less overwhelming and more enjoyable. 

• Social Connectedness and Community Spirit: The system inherently has social features – 

public achievement displays, leaderboards, team quests – that foster camaraderie and 

healthy competition. Collaboration is encouraged through group quests (say, a team 

challenge to clean up a river or develop a new local policy proposal). Such features “promote 

community engagement, support, and a sense of belonging” among users. When citizens see 

peers earning badges for contributions, it creates positive peer pressure to contribute as well, 

creating a virtuous cycle of participation. 

• Transparency and Recognition: A transparent achievement system publicly acknowledges 

contributions that might otherwise go unseen. In traditional governance, much civic work is 

invisible and thankless. POLIS changes that by openly celebrating talent and growth via 

digital badges and profiles. Every citizen can build a verifiable portfolio of their community 

service and skills. This not only empowers the individual (by giving them ownership of their 

accomplishments) but also builds trust socially – achievements are earned and visible, 

reducing nepotism or cronyism in recognizing contributions. As the Open Badges standard 

proclaims, such credentials enable people to “capture and share the rich picture of who they 

are” across different stages of life. 

Importantly, gamification in POLIS is not meant as a shallow “pointsification” of life, but as a means of 

cultural change. It must be designed to encourage cooperation over competition. Doctorow’s 

Walkaway novel insightfully warns that if a gamified system places excessive emphasis on 

competitive rankings, it risks creating a “society ruled in practice by influencers and high achievers” 

chasing points, which can lead to perverse incentives and burnout. POLIS’s framework therefore 



emphasizes collaborative quests and shared victories. The focus is on “mastery, cooperation and 

better work” for the benefit of all, rather than zero-sum competition. For example, leveling up in the 

Community Medic skill tree should reflect how many people you’ve helped or trained – a collective 

good – not just your rank relative to others. By designing for collective achievement, the system 

aligns with post-scarcity values: productivity is measured by community well-being and knowledge 

sharing, not hoarding personal points. 

Community Empowerment Through Transparent Achievement 

Recognition 

One of the core philosophies of the POLIS XP/Badge system is that recognition empowers 

communities. When citizens see that their efforts translate into visible credentials – recognized by 

their peers, local institutions, and even globally – it validates grassroots action. This transparent merit 

system can flatten traditional hierarchies: anyone can earn prestige by doing the work, regardless of 

their formal title or background. A young volunteer who earns high XP in Disaster Relief (by 

completing training drills, assisting in crisis response quests, etc.) gains standing in the community 

akin to a veteran first responder. Their POLIS profile, replete with badges and skill certifications, tells 

the story of their contributions. This not only boosts the individual’s confidence and sense of 

belonging, but also signals to the community who has what skills when needs arise. 

Moreover, the openness of the system encourages a culture of lifelong learning and cross-pollination 

of skills. POLIS citizens are not pigeonholed by one profession or role; they can explore multiple quest 

lines – perhaps an artist can also pursue gardening and conflict resolution quests. All these facets of 

their identity are recorded as verifiable achievements. Because the badges are portable and 

interoperable, skills learned in one context (say a badge from a local Makerspace) can be celebrated 

and utilized in another (perhaps unlocking an advanced quest in a city innovation lab). “Open Badges 

can represent any achievement from simple participation to evidence-backed, competency-based 

learning”, and thousands of organizations from schools to non-profits to employers are already using 

them to recognize skills beyond formal degrees. POLIS builds on this idea, creating a civic reputation 

ledger that is richer than a résumé – it’s a living record of community engagement. 

Transparency is key: achievements are verifiable and rich in metadata, meaning each badge can 

contain evidence, issuing body, criteria, etc. A badge isn’t just a gold star; it includes what the 

recipient did to earn it (for instance, “completed 100 hours of neighborhood patrol training, verified 

by City Safety DAO on 2025-05-10”). This builds trust. Community members and leaders can audit 

and trust the credentials (since they’re tamper-evident and often verified by decentralized 

authorities as we’ll detail) rather than relying on rumor or self-reporting. It democratizes trust and 

reputation – moving it from informal networks or nepotistic structures into an open system where 

actions speak for themselves. In short, by identifying and celebrating talent and growth wherever it 

occurs, the XP/Badge system turns recognition into a public resource, energizing citizens to take 

initiative and reinforcing positive social norms. 

Finally, such a system also addresses the often intangible nature of community work. Volunteering, 

civic activism, caregiving – these are typically unrewarded labor. By assigning XP values and badges to 

these activities (and having the DAO validate them), POLIS acknowledges their value. A citizen might 

never receive a paycheck for mentoring at-risk youth, but with this framework they gain XP and a 

“Mentorship” badge, which is a form of currency – one of respect and civic capital. Over time, broad 

participation in XP systems could even shift cultural values: instead of asking “what’s in it for me in 

material terms?”, people begin to ask “what quest can I undertake to better myself and my 

community?” – knowing that their efforts will be seen and honored. This is community 



empowerment in its true sense: aligning individual growth with social good, and making the journey 

visible. 

2. Technical Architecture 

Interoperable XP and Badge Systems (Open Badges, POAP, Gitcoin 

Passport, etc.) 

To implement the above vision, the POLIS framework relies on a robust technical architecture for 

issuing, tracking, and sharing credentials. Interoperability is paramount – the system should work 

across different platforms, communities, and even other networks. Fortunately, we can build on 

several existing standards and tools: 

• Open Badges (OB) – Open Badges is a widely adopted open standard (originally by Mozilla, 

now stewarded by IMS/1EdTech) for digital badges that are verifiable, portable, and 

information-rich. An Open Badge is essentially a signed digital certificate of achievement 

with metadata about who earned it, who issued it, criteria, evidence, etc. POLIS adopts Open 

Badges as a core format so that any badge earned in the system can be recognized outside 

the system as well. This means a badge for “Polis Firefighting Drill Level 1” is not just a line in 

a database – it’s an Open Badge that can be stored in a user’s digital wallet or badge 

backpack and shown to any compliant platform. “Open Badges empower earners to develop 

areas of interest and curiosity, showcasing skills and abilities”, and thousands of organizations 

(schools, employers, nonprofits, governments) issue them. By aligning with OB, POLIS ensures 

that a citizen’s skills are their portable asset, not locked in one system. For example, if a local 

sports federation issues an Open Badge for a certified coach, the coach can later present that 

credential when volunteering in another city or applying for a job – it’s trusted and verifiable 

globally. 

• POAP (Proof of Attendance Protocol) – While Open Badges can cover any achievement, 

POAPs specialize in marking participation in events. A POAP is a unique NFT badge given to 

people as evidence they attended a specific event or experience. POLIS uses POAP-style 

badges for quests that involve presence or completion of a one-time mission (e.g., helping at 

a festival, attending a workshop, completing a voting round). These badges act as “digital 

mementos”, but also as reputation markers (e.g., a citizen who has POAPs from every town 

hall meeting in the past year clearly is an active participant in governance). POAPs are great 

because they are easy to issue (minted on lightweight networks like Gnosis chain for low cost) 

and avoid revealing personal data – claiming a POAP doesn’t require sharing sensitive info 

beyond a wallet address, akin to a privacy-preserving “check-in”. Over time, a person’s 

collection of POAPs becomes a “blockchain-style résumé”, an immutable log of civic 

engagement. For instance, CityDAO might reward volunteers of a community clean-up day 

with a POAP; later, those with that POAP might get early access to related environmental 

project opportunities or simply earn community respect. Even employers might view such 

POAPs as evidence of character and community spirit. POLIS integrates POAP by using a 

standard POAP smart contract to issue event badges, ensuring authenticity and preventing 

fraud (only events verified by the DAO can mint the official POAP). 

• Gitcoin Passport and Identity Stamps – Gitcoin Passport is a relevant example of aggregating 

various attestation “badges” to build a trust score. Gitcoin Passport collects verifiable badges 

like Proof of Personhood (BrightID), domain ownership (ENS), POAPs, etc., to prove a user is a 

unique, reputable human. In Gitcoin’s context, this helps prevent Sybil attacks in grant 

funding by giving more weight to users with many valid badges. POLIS can draw from this 



model by incorporating third-party attestations into a citizen’s profile. For example, 

integration with Gitcoin Passport or similar means if a user already has certain Web3 

reputation badges (such as being BrightID verified or having participated in other DAOs), 

those can boost their credibility in POLIS as well. Conversely, badges earned in POLIS (like 

“Verified Polis Citizen” or specific skill badges) could be usable on Gitcoin or other platforms. 

The technical design uses interoperable attestations – essentially the badges are data objects 

(NFTs or credentials) in the user’s wallet that any compatible service can read. Gitcoin’s 

model shows how “collecting ‘badges’ that verify identity and online reputation in Web2 and 

Web3 (BrightID, ENS, POAP, etc.) grants users trust” in community platforms. In POLIS, a rich 

tapestry of badges similarly might feed into algorithms for trust, voting power, or access 

control (always under user consent, more on that later). The important point is that the 

architecture does not reinvent the wheel – it embraces standards so that a “badge” issued by 

a sports club via POLIS can be the same kind of object as a badge from an online learning 

platform or a DAO like Gitcoin. This opens up network effects: an ecosystem where 

“everyone can recognize everyone for anything” using common credential formats. 

Technically, these badges and XP points might be represented as non-fungible tokens (NFTs) or as 

entries in a verifiable credential ledger, or both. The design calls for multiple modes of issuance: for 

instance, an XP award might simultaneously trigger an on-chain NFT mint (so the user has a public 

token for it) and an off-chain verifiable credential record (for privacy-preserving use). We discuss 

privacy modes shortly, but regardless of format, interoperability means using schemas understood by 

others. Open Badges 3.0 is actually aligned with the W3C Verifiable Credentials (VC) model, making 

badges essentially a type of VC. POLIS will adhere to these emerging standards (JSON-LD credentials, 

DIDs as identifiers) so that its achievements system is future-proof and can plug into larger identity 

networks. 

NFT-Based Badges with Privacy-Preserving Options (Soulbound Tokens 

& ZK Proofs) 

While many badges and XP should be openly shareable, individuals may not always want their entire 

skill profile public. There are sensitive skills (imagine a quest related to personal healing or activism 

under an oppressive regime) or simply a desire for privacy. Therefore, the architecture includes 

optional privacy-preserving modes for badges. Two cutting-edge concepts are key here: Soulbound 

Tokens (SBTs) and Zero-Knowledge (ZK) attestations. 

Soulbound Tokens are non-transferable NFTs, proposed by Vitalik Buterin and others, meant to 

represent personal credentials that cannot be sold or separated from the person. POLIS badges, by 

nature, are soulbound – you can’t trade your “Urban Farming Level 5” badge to someone else, you 

earned it. This non-transferability is crucial for the integrity of the skill system (preventing markets for 

buying reputations) and is enforced at the smart contract level for on-chain badges. It mirrors the way 

reputation in systems like Colony is non-transferable and must be earned through contributions. By 

making badges soulbound, we ensure they truly reflect the individual’s actions and cannot be 

tampered by exchanges or theft. Even XP points can be thought of as soulbound (when tokenized) – 

only added to one’s account through verified quests, never deducted unless through some slashing 

for misconduct as decided by governance. 

Zero-Knowledge Proof (ZKP) Attestations add another layer: they allow verification of a credential 

without revealing it in full. This is where protocols like Sismo come in. Sismo is a decentralized 

identity aggregator that issues ZK Badges – essentially ZK-proof-backed, privacy-preserving 

credentials. With Sismo, a user can aggregate various accounts and proofs in a private data vault and 



then generate a ZK proof to show they meet some criteria, without exposing all underlying data. 

POLIS can leverage such technology to give users fine-grained control over their skill data. For 

example, suppose a POLIS citizen has 10 different badges on their profile, but they only want to prove 

to a third-party (say a potential employer or another DAO) that they have any badge in “Software 

Development” without revealing the exact badge or level. Using ZK attestations, the user’s wallet 

could provide a proof like “I have at least one credential issued by PolisDAO in the category Software 

Dev above level 3” – all without disclosing the actual credential or their identity, if desired. 

Sismo’s approach, as described in their documentation, is to issue ZK Badges (non-transferable NFTs) 

to public profiles as anonymized attestations of facts imported from other accounts. They are 

basically on-chain tokens that say “this wallet proves it has property X in the off-chain vault”. In POLIS, 

we could implement a similar attester: e.g., a ZK Citizenship Badge that proves the user passed a KYC 

or community verification off-chain, without revealing who they are – just proving they are a unique 

verified citizen. This badge could then grant access to vote or join certain quests, maintaining 

pseudonymity but ensuring one-person-one-account integrity. Another example is a ZK Skill Badge: a 

user might prove they completed certain mental health counseling quests (a potentially sensitive 

personal journey) and get a ZK badge for “Therapy Skills Level 2” that they can show to a community 

clinic when volunteering, without that badge revealing how or where they earned it. The clinic simply 

knows this person has a valid credential in that domain, vouched for by the DAO’s attestation system. 

For privacy, POLIS will implement the notion of a “selective disclosure” setting on each badge/quest. 

By default, badges might be public (especially if they are meant for broad recognition), but users will 

have a dashboard where they can toggle visibility or request ZK versions of a badge. The integration 

with the DID/VC stack (discussed below) supports this: since Open Badge V3 credentials are 

essentially Verifiable Credentials, a user can create Verifiable Presentations that include only the info 

they want. In fact, one of the improvements in the Open Badges 3.0 spec is “greater control” – 

previously, sharing a badge meant sharing all its metadata or nothing, but with VCs you can reveal 

partial info. For instance, you could prove you have a “Gold Contributor” badge without revealing the 

issuing date or evidence attached, or prove you have some badge from the Health category without 

revealing which one. This granular control is pivotal for consent-based sharing (see Section 3 on user 

consent). 

From an architecture standpoint, implementing privacy-preserving badges means possibly issuing 

dual tokens for each achievement: 

• a public NFT badge (non-transferable, possibly with pseudonymous linking to one’s wallet), 

• and a corresponding Verifiable Credential (VC) stored in the user’s POLIS ID wallet or data 

vault. 

The VC can then be used to generate ZK proofs or selective disclosures. This design echoes Sismo’s 

attestation model where each badge’s eligible list is a Merkle tree and users prove membership in 

that tree to mint a badge. POLIS DAO might maintain the “eligible list” for each badge type (for 

example, addresses that completed Quest X) and allow users to mint the NFT if they want, or just 

request a VC. If a user wants maximum privacy, they might forgo minting the public NFT and keep 

only the VC, revealing it only when necessary via a secure presentation. 

It’s worth noting that in some contexts – especially within the local community – full transparency 

might be desired. A volunteer firefighter might want everyone to see their badge on-chain as a point 

of pride (and to quickly identify skilled responders). In other contexts, privacy is paramount (perhaps 

a quest related to mediating domestic issues or a political dissent activity). The system’s flexibility 

allows both. “Privacy-preserving tokenized attestations” ensure that even as we aggregate more 



data about citizens’ skills, the data remains under their control. Only the high-level proofs they 

consent to share are exposed. This way, POLIS can benefit from open reputation where appropriate, 

while aligning with the principles of data minimization and self-sovereign identity. 

XP Issuance Logic and DAO-Verified Skill Tree 

Management 
At the heart of the technical system is the logic for XP issuance and the management of skill trees by 

the DAO. How are experience points assigned? Who decides the value of a quest or the criteria for 

leveling up? These questions are answered through a combination of smart contract rules and DAO 

governance processes. 

XP Issuance: Every quest or task in POLIS has an associated XP reward (or range of rewards) defined 

when the quest is created. For example, a simple quest like “Update the community wiki with 

meeting notes” might yield 10 XP in the Knowledge Sharing skill tree, whereas a major quest like 

“Coordinate a city-wide emergency drill” might yield 200 XP spread across Leadership and Safety skill 

trees. The XP values are set based on estimated effort, impact, and required skill level. Initially, these 

could be determined by domain experts or borrowed from similar programs (e.g., volunteer hour 

tracking, or MMORPG quest scales). However, to prevent gaming and ensure fairness, the awarding 

of XP for a completed quest is verified and approved by the DAO or its appointed curators. This 

might work akin to SourceCred or other reputation systems where contributions are evaluated and 

scored. 

In practice, a Quest Smart Contract could handle routine awarding for objective tasks (if on-chain 

conditions are met, like “donation made” or “proposal submitted”), but for subjective tasks, a quest 

review committee (a subset of DAO members or algorithmic oracles) might validate that the quest 

was indeed completed satisfactorily. For instance, if the quest is “Run a workshop teaching 5 people”, 

the quest might require attendees to sign-off or give a rating, and only if those conditions are logged 

does the smart contract mint the XP. The guiding principle is credibility – XP should reflect real 

contributions, so verification is baked in. As one implementation example, Meeds DAO’s recognition 

software assigns points based on achievements and positive contributions, with a “transparent point 

attribution system [that] ensures fairness, providing a tangible representation of efforts”. POLIS can 

implement a similar transparent algorithm, potentially viewable by all, so everyone knows why a 

certain quest gives X points and that when someone got those points, it was properly vetted. 

Skill trees add structure to this. Each skill tree is like a category in which XP can accumulate. The 

Human Skill Tree Registry contains definitions of all skill trees: each with possibly multiple tiers or 

branching specializations and the XP thresholds for each level. For example, the Gardening Skill Tree 

might have levels Apprentice (0-99 XP), Adept (100-499 XP), Expert (500+ XP), and branches like 

Permaculture, Urban Farming, Botany. Gaining XP in any gardening-related quest contributes to that 

tree and eventually unlocks badges when thresholds are crossed or specific combinations of tasks are 

completed (like a mini achievement: “grew 3 different crop types” might be a badge on that tree). 

DAO-Verified Skill Trees: The integrity and relevance of skill trees are maintained by the DAO. This 

means the community governs what skill trees exist, how they are structured, and what counts as 

progress in them. Initially, a core set of skill trees might be bootstrapped by the POLIS founding team 

(covering broad domains like Civic Participation, Environment, Health, Technology, Arts, Ancestral 

Skills, etc.). Over time, as new needs and ideas emerge, associations or individuals can propose new 

skill trees or modifications to existing ones, which the DAO will review. This process is detailed in 

Section 3 (Community Workflow), but technically, think of a Skill Tree as a smart contract or registry 



entry that lists: the tree name, description, perhaps a parent category, the XP events that feed into it 

(quest tags), and the badge tiers within it. When the DAO approves a new skill tree, a new contract is 

created (or an entry in a central SkillTree contract is added) that from then on will start accepting XP 

events. Conversely, if a skill tree is deprecated or merged (perhaps two redundant trees like “First 

Aid” and “Medical Basics” might merge), the DAO can migrate or update those definitions. 

Crucially, the DAO also oversees XP balancing and anti-abuse. If one quest is found to be giving too 

much XP relative to effort (causing people to farm it just for leveling up, a classic RPG grinding 

problem), the DAO can adjust its weight or flag the quest. Smart contracts can enable some of this 

adaptively – e.g., a reputation oracle might down-weight repeatable quests’ XP after a certain 

number of completions to discourage grinding. Additionally, XP may decay over time in certain fast-

evolving skill areas to ensure current engagement – similar to how Colony’s reputation system decays 

to favor recent contributions. The DAO can define which skill trees have decaying XP (for instance, 

“Governance Participation” might decay if one becomes inactive, to keep current contributors 

empowered, while something like a historical achievement badge doesn’t decay). These policies are 

coded but parameterized by governance decisions. 

In sum, XP issuance is programmatic but overseen by humans-in-the-loop via the DAO. The 

combination of automated tracking (through quest completion logs, on-chain proofs, etc.) and 

community verification yields a system that is both efficient and credible. The technology ensures 

every XP point and badge is traceable to an event or evidence (no arbitrary “gamemaster” secretly 

giving points), and the community governance ensures the system evolves with shared values and 

fairness at heart. 

DAO Onboarding: Proposing, Testing, and Validating 

New Skill Trees 
The POLIS framework is designed to be modular and extensible – new quests and entire new skill 

trees can be added as the community sees fit. However, adding a skill tree is akin to adding a new 

“curriculum” or “guild” to the system; it requires careful vetting to maintain quality and consistency. 

The DAO onboarding process for new skill trees works roughly as follows: 

1. Proposal Stage: An individual or an association submits a Skill Tree Proposal to the Polis DAO. 

For instance, a national sports federation might propose a “Martial Arts” skill tree with sub-

skills for Karate, Judo, etc., including criteria for earning belts as badges. The proposal would 

include the rationale (why it’s needed, community interest), a draft structure of the tree 

(levels, XP sources, badge requirements), and possibly endorsements from subject matter 

experts. This is published for the community to review. 

2. Discussion and Refinement: DAO members discuss the proposal in an open forum. Questions 

like: Does this overlap with an existing skill tree? Are the XP rewards balanced? Who will 

issue or validate the quests initially? The proposal may be iterated upon. The role of DAO 

audits comes in here: a committee or working group might be tasked to audit the proposed 

skill tree for feasibility and integrity. Audit in this context means checking that the skill 

progression makes sense, that it aligns with POLIS values (e.g., no harmful or discriminatory 

content), and that there’s a plan for validation (who will confirm someone actually has the 

skill at each level – maybe partnerships with the proposing association, etc.). This is similar to 

a standards body reviewing a new standard or a curriculum review board evaluating a new 

course program. 



3. Pilot / Testing (Iterative Testing): Before fully rolling out a new skill tree to all citizens, the 

DAO can approve a pilot program. A limited group (perhaps within one Polis or a few 

volunteers) will test the quests and criteria in that skill tree for a period. This is where 

iterative testing within a Polis plays out. For example, if a city’s cultural institution proposes 

an “Ancestral Weaving Skills” tree, they might run workshops (quests) for a few months, issue 

provisional XP, and report on how well the leveling system worked: Did participants feel the 

quests matched the XP? Were some badges too easy or too hard to get? The data from this 

trial is fed back to the DAO. 

4. Validation and Approval: After the test phase, the proposing group updates the proposal if 

needed. The DAO then votes. If approved, the skill tree becomes an official part of the POLIS 

Global Skill Tree registry. Technically, this might mean deploying new smart contract logic for 

any custom quest verification or simply activating it in the master registry so that any Polis 

can start using it. The original proposers might be entrusted as the initial curators or oracles 

for that skill tree – for instance, the sports federation might manage verifying high-rank 

badges until perhaps the process is more automated or widespread. Over time, as more 

people master the skill, some of them can be elevated (by DAO vote) to serve as additional 

verifiers or moderators for that skill tree – creating a self-sustaining community of practice. 

5. Iteration: Even after launch, the DAO can refine skill trees. Perhaps new levels are added or 

criteria adjusted based on community feedback. Proposals can be made to merge skill trees 

or deprecate ones that are no longer relevant. The global Human Skill Tree registry is thus a 

living catalog, governed by the collective. Elevating a local skill tree to global means once a 

Polis’s local innovation is proven, any other Polis (city or community) can adopt it, knowing 

it’s been vetted. For example, if one town’s “Community First Aid” skill track proves very 

successful, the global registry might adopt it, and then all Polises in the network can offer 

those quests and badges, ensuring standardization (a First Aid Level 2 badge means the same 

thing everywhere). This is similar to how local chapters of e.g. the Red Cross might adopt a 

standard training certification so that it’s recognized universally. 

Throughout this process, consensus and consent are key. Nothing gets added unilaterally; it goes 

through governance. This ensures the system remains coherent and that every skill tree in the system 

has legitimacy and community buy-in. Technically, using the DAO for this means on-chain proposal 

contracts or DAO platforms (like Snapshot, DAOStack, etc.) will record the votes and outcomes, linking 

to the actual configuration changes in the skill system (for transparency, one could see proposal #42 

created the “Renewable Energy Skills” tree, with IPFS links to its curriculum, etc.). This is governance-

as-a-service for the credentialing system. 

Integration with POLIS Digital Identity (DID/VC Stack) 
A cornerstone of the architecture is integration with a decentralized digital identity system. Each 

POLIS citizen has a Polis ID, likely implemented as a Decentralized Identifier (DID) with an associated 

identity wallet that can hold Verifiable Credentials. This DID could be something like 

did:polis:uniqueID or could tie into existing systems (e.g., if the user has a DID from another network, 

they could link it). The key is that the XP, badges, and skill credentials we’ve discussed are all issued to 

the citizen’s DID, making them part of their self-sovereign identity. 

Using DIDs and VCs brings multiple advantages: 

• Persistent, User-Controlled Identity: Unlike using email or username (which can change or be 

controlled by a central server), a DID is under the user’s control (often linked to their 



cryptographic keys). Open Badges 3.0 now supports using DIDs instead of email for 

identifying recipients, specifically to enhance privacy and longevity of credentials. POLIS 

follows this: when a badge is issued, the issuer signs it to the DID of the user. Even if the user 

moves to another city or changes their contact info, the DID remains a stable identifier to 

aggregate their achievements. It also means users can truly own their data: the credentials 

live in their wallet, not on a centralized server. 

• Verifiable Credentials Framework: As noted, Open Badges 3.0 is essentially badges-as-VCs. 

POLIS will have a Credential Registry and use VC protocols so that every XP award or badge 

can be requested and presented as a cryptographically signed credential. One big benefit 

here is selective disclosure using Verifiable Presentations. For example, the user’s Polis wallet 

app can create a proof like “I have a badge issued by XYZ” without revealing the entire badge. 

This plays into consent-based sharing (next section). The VC data model also allows chaining – 

a badge can be endorsed by others or referenced, etc., enabling rich verification (e.g., a local 

mentor badge might be co-signed by a national association credential in the VC metadata, 

showing multi-layer trust). 

• DID Authentication: When users log into POLIS platforms (e.g., a quest board web app), they 

should authenticate with their DID (which might be via a wallet signature or a DID-auth 

protocol like DID-Auth). This ensures the connection between the person and their XP data is 

secure and phishing-resistant. It also allows pseudonymity if desired: a user could use an 

avatar name but still prove control of the DID that has the credentials. In the future, this 

could integrate with government eIDs or other identity systems for formal recognition if 

needed (e.g., link a government ID credential to unlock certain governance rights while still 

using the XP system). 

• Credential Interoperability: POLIS doesn’t exist in a vacuum. By using the DID/VC stack, the 

achievements can be recognized by external systems easily. For instance, an educational 

institution could accept a POLIS skill badge as part of admissions or credits, because they can 

verify the signature chain (PolisDAO signed it, etc.). Already we see movement in that 

direction with Open Badges being used in academia and employment. In fact, credentials 

issued as W3C VCs and Open Badges 3.0 allow holders to maintain privacy while sharing 

them, fostering trust with external verifiers. So if a citizen applies for a job, they could 

present a verifiable portfolio of their POLIS quests (with only relevant info) which the 

employer’s system can automatically verify cryptographically – no need to call references or 

check copies. This streamlines how community achievements translate into real-world 

opportunities. 

• Gaia-X Compliance: The mention of Gaia-X (coming next) also ties with DID/VC, since Gaia-X 

federated data spaces use DIDs for organization and service identities and VCs for compliance 

“self-descriptions.” By aligning POLIS identity with these standards, POLIS citizens and Polises 

(as organizations) can participate in broader trusted data ecosystems (for example, a Polis 

could provide anonymized skills data to a research data space under Gaia-X rules, knowing 

each data point is from a DID-credential verified source). 

Technically, integration might involve using existing DID methods (like did:ethr, did:key, did:web, etc.) 

and an identity wallet app (could be custom or something like an SSI wallet that supports credentials). 

For user-friendliness, POLIS could abstract some of this so that users who are not crypto-savvy can 

still have a “Polis ID account” that under the hood manages keys and DIDs. But the ultimate goal is 

user-centric identity: every citizen owns their XP and badges as part of their identity, and the POLIS 

infrastructure plays the role of issuer/verifier rather than owner of that data. This aligns perfectly 



with the SSI (self-sovereign identity) philosophy: “Verifiable Credentials are signed and delivered by a 

DID-identified entity, and Open Badges as VCs give learners security and privacy enhancements”. 

In summary, by building on the DID/VC stack, POLIS not only ensures privacy and security but also 

positions its governance framework at the forefront of the decentralized identity revolution. Citizens 

gain a powerful digital identity that links their personal growth (XP, skills) with their civic identity, all 

while giving them full control and consent over how that information is shared. 

Data Architecture: Gaia-X-Compliant Data Space for XP and Achievements 

All the identity and credential data described above needs to be managed in a way that is secure, 

interoperable, and under proper governance. Gaia-X, a European initiative for federated data 

infrastructure, provides an excellent model for how POLIS can structure its data sharing layer. The 

idea is to create a Gaia-X-compliant data space (or “data room”) for XP, skills, quests, and community 

achievement data. 

What does this mean? A data space in Gaia-X terms is a federated network where participants 

(organizations or individuals) share data under agreed-upon standards, rules, and trust frameworks. 

“A data room describes the relationship between different players who have agreed on standards 

and guidelines for handling their data. It is important that data is not stored centrally”. Instead of 

one central server hoarding all XP records, each Polis (and possibly each user) retains sovereignty 

over their data while still making it available for queries or aggregation when permitted. 

In the POLIS context, imagine each Polis (city or community) maintains a local data node (could be a 

distributed database or DLT) containing the XP and badge records of its citizens. These nodes connect 

via a Gaia-X federated catalogue – essentially an index where Polises (and authorized third-parties) 

can discover what data is available. For example, a global dashboard might query “total number of 

Firefighting badges across all Polises” or find “who in region X has the Emergency Medic skill above 

level 3” to mobilize them in a crisis. Under Gaia-X principles, such queries and exchanges happen only 

according to agreed policy: e.g., only if users consented to share that data, and only by participants 

who are verified and certified for such access (ensuring trust and compliance). Gaia-X emphasizes a 

trust framework where participants are certified and identities verified (via something like Gaia-X 

Digital Clearing Houses) to be part of the ecosystem. POLIS can leverage this by having all Polises and 

key organizations obtain Gaia-X compliant identities, so data sharing is between known, accountable 

parties (even if pseudonymous at the user level). 

A technical element here is the Connector – in Gaia-X/IDSA architecture, a Connector is software 

each data provider runs that interfaces with their internal data and enforces rules for sharing. POLIS 

might deploy a Polis Data Connector in each city’s infrastructure. This connector can provide 

standardized APIs or endpoints to fetch credential data (with proper auth and consent). For instance, 

if an educational NGO wants to verify a certificate, it would connect through this data space rather 

than scraping any websites or relying on PDFs. The connector ensures the company’s or community’s 

control over its data while connecting to the broader space – meaning a Polis can decide exactly what 

it shares and to whom, and can log all accesses. 

The Gaia-X compliance also requires metadata about services and datasets (the Self-Description). For 

POLIS, a Self-Description might advertise something like: “Polis of Amsterdam offers an XP Data 

service – it holds anonymized aggregate data on community skills, accessible for research under CC-

BY license” or “Polis of ABC offers an identity verification credential service for its citizens’ badges to 

authorized verifiers”. By doing this, POLIS becomes part of a larger ecosystem of trusted data sharing 

which can unlock tremendous value. Imagine alliances where multiple city DAOs share learnings 



about skill development programs, or guilds and schools exchanging data to better align curriculum 

with community skill needs, all through a secure data space. 

Importantly, the data room is not a centralized database. Each participant retains their data (users 

hold their personal data in wallets; Polises hold aggregate or backup records for governance and 

continuity). The Gaia-X ethos ensures data sovereignty – users and communities keep control, and 

any sharing is with consent and according to pre-set rules. For instance, a user might place their XP 

data in a personal data store (perhaps encrypted cloud storage linked to their DID) and grant time-

bound access to that data room for specific uses (like applying for a grant that requires showing 

certain badges). The architecture could incorporate something like “personal data vaults” (similar to 

Sismo’s Data Vault) where all of a citizen’s raw quest logs and credentials reside encrypted. Then, 

aggregated or consented views of that go into the communal data space. 

In terms of compliance: Gaia-X also implies alignment with data protection (GDPR) and transparency. 

Each data transaction can carry usage policies (smart contracts or DRM) that ensure, for example, 

that if an analytics entity uses the XP data, they cannot resell it or misuse it (and the system could 

enforce that or at least log any breach). This level of control is futuristic but actively being worked on 

in data space technologies (via usage control engines and policy smart contracts). 

To sum up, implementing a Gaia-X-compliant data architecture means POLIS will have an open yet 

secure data infrastructure: 

• Standardized schemas for XP, quest, and skill data. 

• Federated catalogues to find and publish data resources (e.g., an open data portal of 

community achievements, with proper anonymization). 

• Identity and trust services ensuring only legitimate actors (like accredited researchers or 

allied DAOs) access sensitive information. 

• Connectors and data brokers to handle data queries in real-time, rather than static data 

dumping. 

A concrete scenario: A coalition of Polises wants to measure the impact of community quests on local 

sustainability. Using the data room, they can each share relevant data (like how many “Green 

Projects” quests were completed, XP gained in Environment skills, etc.) into a common analytics 

space, without giving any one central entity full control. They have agreed on standards (common 

definitions for those metrics) and guidelines for handling the data (e.g., no personal IDs, only 

aggregated stats, etc.), embodying exactly what a Gaia-X data space is about. 

By designing the XP/Skill system in this federated way, POLIS not only strengthens privacy and trust, 

but also sets the stage for scalability and collaboration: multiple communities, organizations, and 

even nations can interlink their skill development efforts without ceding autonomy. It makes the 

POLIS framework truly a network of communities – a network where data flows with consent and 

purpose, much like knowledge flows in a well-functioning society. 

(At the center of it all, the individual citizen remains in control of their personal data, and the Polis 

remains in control of its collective data, fulfilling the motto: “as open as possible, as closed as 

necessary” in governance data.) 

Figure: Conceptual architecture of the POLIS XP/Quest/Badge system. Citizens undertake quests via a 

Quest Platform, which issues XP and badge credentials to their Polis Digital ID (DID wallet). The Polis 

DAO governs skill trees and verifies new skill definitions. All XP/skill data is shared in a Gaia-X-

compliant federated data space (ensuring data sovereignty and controlled sharing). A global skill tree 



registry provides templates for all Polises, and external guilds/schools can propose new skill trees to 

the DAO. Citizens participate in DAO governance, with their XP-based reputation influencing votes (see 

Section 6). 

3. Community and DAO Workflow 

Proposing New Skill Trees: Individuals, Associations, Cultural 

Institutions 

One of the most powerful aspects of the POLIS framework is that it enables bottom-up innovation in 

defining what skills and achievements matter. Not only can the central Polis authority define skill 

trees, but everyday community members, associations like sports clubs, professional guilds, 

educational groups, or cultural institutions can initiate new quest lines and skill trees. This 

democratizes the evolution of the system – ensuring it stays relevant and diverse. 

The process works as follows: any recognized member or group within the Polis can draft a proposal 

for a new set of quests or an entire skill tree. For example: 

• A sports federation (say a local climbing club) might propose a “Rock Climbing” skill tree that 

includes quests for different difficulty climbs, safety training badges, and levels from Novice 

to Instructor. 

• A cultural institution (like a museum or indigenous community center) might propose an 

“Ancestral Crafts” skill tree, covering traditional weaving, carving, rituals, etc., with quests 

that involve learning from elders or preserving heritage. 

• An individual expert (perhaps a renowned gardener in the community) could propose a 

micro skill tree for “Permaculture Design” if they see a gap in the existing Environmental skill 

offerings. 

The proposal would typically outline: 

• Scope and Rationale: Why this skill tree or quest series should exist – e.g., demand in 

community, alignment with Polis values, long-term benefit (post-scarcity society still needs 

art, culture, sports for well-being). 

• Structure: The levels or badges envisaged, any prerequisites, how XP would be allocated. 

They might even include a draft Quest Catalog (list of example quests and their XP). 

• Verification Plan: Who can verify or vouch for completions? Maybe the proposing 

organization offers to serve as initial quest validators or provide experts. 

Once submitted (through the DAO’s platform), the community engages. This open proposal 

mechanism ensures everyone has a voice in shaping the governance game itself – the game of skills 

and quests is not static, it’s co-created. 

DAO Audits and Iterative Testing in a Polis 

Not every idea will be perfect from the start. That’s why the DAO uses an audit and test approach to 

vet new proposals. A DAO audit in this context is not a financial audit but a content and feasibility 

review. A special working group or committee (perhaps called the Skill Tree Council, elected by the 

DAO) can be tasked with this. They evaluate: 



• Does the proposal duplicate something we already have? If yes, maybe suggest merging with 

an existing tree or differentiating it. 

• Is the progression logic sound? For example, if a proposal says a beginner and expert get the 

same XP for a task, that might need balancing. 

• Are there enough safeguards against abuse? (If the quests are self-reported, is there a 

mechanism to prevent cheating? Maybe requiring photographic proof or peer verification for 

each quest.) 

• Alignment check: ensure nothing in the proposed quests violates community guidelines (e.g., 

a quest that could be dangerous or unethical would be flagged). 

The audit results in feedback. Often, proposals might be sent back for refinement – iterative design is 

encouraged. The community can comment during this period as well, which increases transparency 

and collective wisdom. 

After refining, before final approval, a period of iterative testing occurs. The DAO might approve a 

pilot phase (with a smaller quorum or even just by the Council’s discretion if allowed) where a trial 

run of the skill tree happens. In one Polis or among a volunteer cohort, they will execute some 

quests, issue XP, and basically treat it as a beta test. The results inform whether the skill tree works as 

intended: 

• Did people find the quests engaging and clear? 

• Did the XP rewards feel fair and motivating? 

• Any unintended consequences (for instance, participants all skipping a certain quest because 

it’s too hard or exploiting one for easy XP)? 

An example: Suppose an ancestral spiritual group proposed a “Meditation & Shadow Work” quest 

line. They outline quests like “Complete a 10-day silent retreat” or “Guide a peer in a healing session”. 

The DAO likes the idea but it’s novel. So they allow 20 people in the community to undertake these 

quests over 3 months. During testing, maybe they find that “10-day retreat” is too exclusive (only a 

few could do it) so perhaps they adjust it to “multiple shorter sessions over time” for more 

accessibility. Or they find people profoundly benefited from it – evidence that the quest yields 

community value – which strengthens the case for formal adoption. In either scenario, the iterative 

test yields data to fine-tune criteria and ensure the skill tree truly empowers rather than frustrates. 

Once the test concludes, the results are presented to the DAO (perhaps with testimonials, completion 

rates, etc.). This moves to a final vote for official adoption. 

Elevating Local Skill Trees to the Global Registry 

POLIS envisions not just isolated local efforts, but a network of Polises exchanging knowledge. If a 

particular Polis develops a great skill tree, it shouldn’t stay siloed – it can benefit others. The Global 

Human Skill Tree registry is effectively the library of all approved skill trees available across the 

network. Elevating a local skill tree means adding it to this library with some kind of global consensus 

or recognition. 

In practice, here’s how it might work: 

• If a skill tree was proposed and tested within one Polis and gets approved by that Polis’s DAO, 

it becomes local policy. Now, that Polis (or even the originators) can put forward a Global 



Adoption Proposal. This could be to a higher-level governance body if one exists (e.g., an 

assembly of all Polis DAOs, or a parent DAO of DAOs). 

• Alternatively, the proposal is simply circulated to all other Polises to consider. Often, if 

something is successful in one community, others will want to adopt it; so there might be an 

expedited process where, say, if X number of reputable Polises endorse the skill tree, it 

automatically gets listed globally. 

• Global listing means that any Polis can then choose to activate that skill tree for their citizens 

without going through the full proposal process again, knowing it’s been vetted. It’s similar to 

how open-source software libraries get adopted by multiple projects once proven. 

One key to global adoption is standardization. For instance, a “Firefighting Training” badge in one city 

should represent equivalent skills as the same badge in another city. So, elevating it globally often 

involves ensuring the criteria are generic enough and not dependent on local specifics (or, if local, 

clearly marked). The DAO might add metadata like skill taxonomy codes or tie it to international 

competency frameworks if available. 

From a governance standpoint, this elevating process fosters horizontal sharing rather than top-down 

imposition. Polises learn from each other through the mechanism of sharing skill trees. Over time, a 

robust global registry emerges where some skill trees are widely adopted (like “Basic Literacy” or 

“First Aid” might be universal), while others remain niche or local (perhaps “Desert Farming 

Techniques” relevant only to certain regions). The registry can indicate which Polis originated a tree 

and which Polises have adopted it, providing a kind of reputation for contributions in governance 

innovation. 

Crucially, even when global, each Polis’s local DAO likely has the autonomy to tweak minor aspects for 

local context (similar to how school curricula differ slightly by region). But the core achievements 

should remain comparable. There could be a mechanism for forking skill trees too – if one community 

wants to diverge a bit, they might do so, but then their version would either become a separate entry 

or remain local. 

All this complexity is managed through the DAO-of-DAOs structure and smart contracts linking 

registries. It ensures the virality of good ideas: innovations in one polis can propagate, contributing 

to a collective intelligence of the network. It is akin to an open-source approach to societal 

governance tools – any community can author a “module” (skill tree) and others can install it if it suits 

their needs. 

Consent-Based Sharing and Data Visibility 

While much of this framework encourages openness, POLIS is equally committed to individual privacy 

and consent. Every citizen should have final say over who sees their XP, badges, and skill data. The 

mantra is: your data, your choice. 

In practical terms, the Polis ID wallet will have a privacy dashboard. On this interface, a citizen can 

toggle the visibility of each skill or badge to various audiences: 

• Public – share with anyone (this would publish it on a public profile, perhaps on a user’s Polis 

page or allow it to appear in leaderboards, etc.). A community leader might make most of 

their badges public to set an example or build trust. 

• Community-only – share only within one’s Polis or within certain groups. For example, you 

might allow fellow citizens to see that you have a “Mental Health Peer Counselor” badge (so 

those needing help know you’re qualified) but not display that badge to the open internet. 



• Private (Hidden) – fully hide except when you explicitly present it. Some achievements might 

be deeply personal (say a “Trauma Healing Journey” quest completion) and you keep them in 

your wallet but don’t expose them. They are only used if you choose to, e.g., share with a 

therapist or a specific program that requires it. 

• Selective Proof Only – an advanced setting where you don’t mind people knowing you have a 

type of badge but not the details. This leverages the aforementioned ZK proofs. For instance, 

you could allow your profile to show “This user has completed an Ancestral Quest” without 

saying which one, giving a hint of experience without full detail. 

Consent-based sharing is facilitated by the VC + verifiable presentation approach. Instead of 

publishing raw credentials, the user publishes a controlled presentation. They might even set up 

automated rules: e.g., “If a Polis member with role = medical_staff requests to see my First Aid 

certification, automatically allow it” – akin to how one might share a credential on request. 

From the perspective of technical enforcement: since credentials are stored with the user and 

possibly encrypted, if the user doesn’t share, nobody (not even the Polis admin) can see the content 

of a private credential. The blockchain might show a token exists, but if it’s ZK or encrypted, the 

details are opaque. We may implement things like Zero-Knowledge Credentials where even on-chain 

badges are hashed values that only become meaningful when the user reveals a key or proof. Thus, 

even public ledgers won’t betray a user’s hidden achievements. 

Another important aspect is consent for data aggregation. When Polises share data in the Gaia-X 

data space for analysis, it should be aggregated and anonymized by default. If personalized data is 

needed (say a citizen wants to transfer their full profile to another platform), it happens only with 

their explicit initiation and consent handshake (like OAuth but decentralized). 

Every citizen manages their XP/Skill data visibility within their Polis ID – means there is no central 

“profile page” exposing everything by default. Perhaps a citizen’s public profile only shows what they 

choose – maybe just their top 3 badges or their level in a few skills they are proud of. All other 

information stays hidden unless they opt in to a sharing request. This is a step-change from typical 

social networks where activity is default public or sold; here privacy is default, sharing is opt-in. 

One use-case: a citizen is part of multiple Polises (imagine someone who has a city citizenship and 

also a member of a professional guild Polis). They might want to share some credentials in one 

context and not the other. The system should allow partitioning – e.g., my City Polis sees my civic-

related badges, my Professional Guild sees my work-related badges, and they don’t automatically see 

each other’s unless I permit. This is doable by issuing separate credentials per context or by tagging 

credentials with domains and having policy agents. 

Finally, consent goes beyond data: also to participating in quests. Perhaps certain quests or skill trees 

might involve sensitive data or experiences (like therapy quests) – the system will ensure users 

understand and consent to any data logging or sharing that quest might entail. 

In summary, POLIS treats personal achievement data with the dignity it deserves: belonging to the 

person. It provides tools to showcase it when beneficial (after all, recognition is a motivator), but also 

tools to shield it when desired. The combination of open standards and cryptography means users 

can “remain anonymous while still proving” things about themselves – the best of both worlds. Trust 

in the system is built not only on transparency but on respecting privacy. 



4. Examples and Use Cases 
To make the abstract concrete, let’s explore a variety of quest types and how the XP/Badge/Skill 

system manifests in real life: 

Physical Quests 

These are quests that involve tangible, real-world activities and often in-person participation. They 

directly improve the community’s physical or social environment. 

• Apprenticeship Training: A local artisans’ guild runs a quest for training apprentices in 

woodworking. As an apprentice, you complete stages: assist a master in 5 projects (quest 1), 

independently craft an item for community use (quest 2), teach a junior peer (quest 3). Each 

quest yields XP in a Craftsmanship skill tree and badges like “Certified Woodworking 

Apprentice”. The community benefits by preserving craft skills and producing useful goods. 

The apprentice gains a credential that might later be shown to join a professional guild or 

start a business – verifiable through the badge. The master gains XP for mentorship (perhaps 

a Mentoring quest), incentivizing knowledge transfer. 

• Community Garden Projects: The Polis launches seasonal quests to start and maintain 

community gardens. Quests include “Spring planting drive” (plant 10 saplings – gives 

Environment XP), “Compost creation workshop” (learn and set up a compost – gives 

Sustainability XP), “Harvest festival organization” (plan a community event around the garden 

– gives Community Leadership XP). Participants receive a Community Gardener badge if they 

consistently contribute through the season. This fosters urban agriculture skills. Because 

Open Badges can represent any achievement from simple participation up to advanced 

competency, even someone who just shows up and helps a bit can earn a participation 

badge, while the hardcore contributors unlock higher-tier badges with evidence of their work 

(perhaps including photos or verification by garden coordinators). The badges might even be 

recognized by local farmers’ networks or ecological groups, creating new partnerships. 

• Firefighting and Emergency Drills: Volunteer firefighters and citizens join a series of quests 

like “Fire Safety Workshop”, “Simulation Drill Participation”, “First Responder Training Level 1” 

etc. Successfully completing these yields XP in a Disaster Response or Public Safety skill tree. 

Critical badges such as “Certified Volunteer Firefighter” are issued as NFTs (non-transferable) 

with endorsements from the Fire Department DAO. These are serious credentials; their 

presence in one’s wallet can, for instance, grant them authority to lead during a real 

emergency (perhaps integrated with a city’s emergency response plan). Because this is 

sensitive, such badges might have a QR or verification that on scanning reveals specifics only 

to authorized officials (using selective disclosure). Nonetheless, having a visible badge on 

their profile signals to neighbors that “John Doe is trained in firefighting drills”, increasing 

trust and possibly recruitment of more volunteers. Physical quests with life-and-death skill 

implications are validated carefully – maybe requiring an exam or demonstration which is 

recorded as evidence in the badge metadata. This ensures that these badges carry weight 

akin to a license. Over time, a network of Polises might standardize these so that a 

Firefighting Level 3 in one city is equivalent to that in another, allowing inter-city mutual aid 

with confidence. 

• Infrastructure and Building Quests: Consider a quest line for community infrastructure: 

“Build a footbridge over creek” could be a major quest where citizens with engineering or 

construction skills come together. XP is awarded in Civil Engineering or Makers skill trees, and 



contributors earn a “Bridge Builder” badge if the project succeeds (with perhaps tiers like 

Bronze, Silver based on level of contribution or difficulty). This not only yields a physical asset 

but also catalogs who has practical building experience for future projects. It’s similar to how 

scouts earn Eagle Scout by a big community project; here it’s recorded verifiably. In fact, local 

government or sponsors might reward badge holders with further opportunities or resources 

because the achievement is clearly documented. 

Digital Quests 

These quests occur primarily online or in the digital domain, contributing to software, knowledge, or 

virtual community governance. 

• Open Source Software Contributions: Many Polises rely on open-source tools for their 

platforms. A quest might be “Fix a bug in the Polis app” or “Develop a new feature (e.g., 

voting UI improvement)”. On completing, the contributor receives XP in a Software 

Development skill tree and possibly a GitHub Contributor badge referencing the repository. 

This could integrate with platforms like Gitcoin – e.g., completing the quest could also yield a 

Gitcoin Passport stamp if it’s a verified contribution. High achievers in this area accumulate 

reputation that could give them governance influence in tech decisions. Essentially it parallels 

existing open source recognition but tied to the local community’s needs and acknowledged 

by the local DAO (maybe the DAO even allocates tokens or grants based on XP as additional 

incentive). 

• DAO Governance Participation: POLIS itself is governed through proposals, discussions, and 

votes. These can be gamified as quests to encourage learning and participation. For example, 

“Read and comment on a proposal this week” as a recurring quest (small XP in Governance 

Literacy skill), “Draft a proposal that gets majority vote” as a high-impact quest (badge: 

“Policy Innovator”). Even voting can have a quest like “Vote in 5 consecutive governance 

meetings” which might reward a Civic Duty badge. Care is needed to not turn governance 

into pure game (we don’t want frivolous proposals just to get badges), so likely these badges 

are more for tracking and encouraging continuous engagement rather than competitive 

scoring. By seeing a badge like Active Citizen – Gold on someone’s profile, one knows they 

have a history of participating – which could feed into how seriously their opinion is taken or 

even formal roles (some DAOs might require such badges to be eligible for council positions, 

etc.). It’s a way to formalize and reward the heavy lifting of governance that often goes 

uncredited. 

• Content Creation and Education (Knowledge Quests): A digital quest could be “Write a wiki 

article/tutorial on X” for the community knowledge base. The user gets XP in Knowledge 

Sharing or Education skill. Badges like “Community Educator” can be earned by those who 

consistently produce quality content (maybe validated by peer review, tracked by likes or 

upvotes). Another quest: “Translate a POLIS document into another language” – earning a 

Linguist badge and bridging communities. Digital content quests are powerful in a network 

because one person’s contribution can benefit many. By gamifying it, you attract passionate 

contributors and build a culture where sharing knowledge is fun and rewarded. This is akin to 

MOOCs or community forums giving points for accepted answers, but here it ties into the 

person’s unified reputation profile. Someone who reaches level 10 in Tech Documentation 

skill across various quests might even have external job opportunities improved, as that 

credential is visible and respected (especially if endorsed by known projects or integrated 

with Open Badges which employers can verify). 



• Virtual Events and Hackathons: Organizing or participating in virtual hackathons or idea jams 

within the Polis can be quests. “Participate in the Climate Policy Hackathon” yields a POAP for 

attendance, plus XP in Innovation or Policy Development. Winners might get a special badge. 

These digital events often already use gamification (prizes, leaderboards); POLIS’s system can 

ingest that data so that, say, the top 3 teams of a hackathon all get a “Hackathon Winner” 

badge minted by the event organizer (which could double as a POAP too). This badge might 

be later used to unlock further quests (e.g., winners are invited to an incubator quest line for 

implementation). By accumulating these, a person shows a pattern of innovation 

engagement, which could route them into specialized roles in the community’s development. 

Ancestral, Spiritual, or Therapeutic Quests 

These quests emphasize personal growth, healing, cultural heritage, or spiritual development. They 

might not traditionally be “gamified”, but in a respectful way, they can be integrated to acknowledge 

the importance of inner work and cultural practices. 

• Shadow Work and Personal Development: “Shadow work” refers to psychological 

introspection to integrate one’s unconscious aspects. A Polis might have a wellness guild that 

proposes quests like “Complete a 4-week guided shadow work program,” “Journal for 30 days 

on personal biases,” or “Attend 10 therapy sessions and reflect on outcomes.” On completion, 

one might get XP in a Personal Growth or Emotional Intelligence skill tree. Badges could be 

“Resilience Badge”, “Mindful Self-Awareness Level 1”. These are sensitive – likely set to 

private by default (the user can choose to share maybe only a generic “Wellness Achiever” 

badge if they want). But having these quests legitimizes mental health and inner 

development as a valued achievement, not something taboo. It also allows those who have 

done the work to potentially help others (maybe a higher-level quest is “Mentor someone 

through their healing journey” – very impactful for community support networks). Therapists 

or counselors in the community might serve as verifiers for these quests to ensure safety and 

sincerity. 

• Meditation Retreats and Spiritual Practices: For communities where spiritual life is central, 

quests could formalize milestones like “Complete a 10-day silent meditation retreat,” “Finish 

reading and reflecting on a sacred text,” or “Conduct a traditional ceremony for the 

community.” XP goes into a Spiritual Wisdom tree, with badges like “Meditation Adept” or 

“Community Healer”. These could even tie into formal roles – e.g., someone who has the 

“Community Healer” badge might be recognized as capable of leading certain rituals or being 

a counselor in spiritual matters. Because these are ancestral or spiritual, the badges might 

carry symbolic designs and be considered an honor. By digitizing it, younger generations 

might engage more (like a youth might be motivated to earn the “Storyteller” badge from 

elders by learning a certain number of ancestral stories – preserving oral traditions but in a 

modern gamified format). The key is to do this with cultural sensitivity, likely under guidance 

of community elders (who perhaps propose these quests themselves, as a way to pass the 

torch). 

• Therapeutic Group Quests: A therapeutic quest might be communal, such as “Grief Healing 

Circle – attend all 5 sessions and support peers”. Everyone who completes gets a “Healing 

Circle Participant” badge, which has deep meaning but might be kept private or only within 

that circle’s knowledge. Alternatively, if someone becomes trained in facilitating such circles, 

they earn a facilitator badge that the DAO might look for when setting up new support 

groups (thus decentralizing social services). 



These ancestral and therapeutic quests highlight that achievement recognition is not just for hard 

skills or public acts, but also for inner achievements. Imagine a society where overcoming personal 

trauma or preserving one’s culture is celebrated just as much as economic or academic success – 

that’s what POLIS can foster. In a post-scarcity world, these “soft” areas are arguably the frontiers of 

progress (since basic needs are met, emotional and spiritual fulfillment become key). By giving them 

a structure and recognition, people are encouraged to embark on these often difficult journeys, and 

communities can rally behind those efforts. 

In all these examples, a few common threads emerge: 

• Verification & Community Role: For each quest, we identify who verifies it. It could be peers 

(multiple peers signing off), experts (like therapists for therapy quests), or automated proofs 

(like code merged for a coding quest). This ensures the badge or XP is earned legitimately. 

• Use of Existing Tools: Many use cases blend with existing systems – POAP for events, Gitcoin 

for code, etc., showing how POLIS doesn’t replace but augments and connects. For instance, 

the POAPs serve as digital badges to prove attendance at events, which we integrate as one 

type of quest reward. 

• Motivation & Outcome: Each quest provides personal motivation (learn a skill, get 

recognition) and a community outcome (a built bridge, a healthier person, preserved 

heritage). The XP system ties those together by making the outcome visible via the 

achievement. 

• Inclusivity: By having a wide array of quest types (physical, digital, spiritual, etc.), different 

personalities and talents find their niche. Not everyone wants to code or fight fires – some 

might excel in empathy quests or art quests – and they all count toward the holistic progress 

of the Polis. Because the system recognizes “any kind of achievement in any setting across an 

individual’s life”, people who may have been overlooked in traditional systems (like someone 

who is a pillar of emotional support in the community but has no formal title) can get their 

due badges, leveling the social esteem playing field. 

5. UX and System Design 

Quest Discovery and Cross-Polis Mission Matching (Recommendation 

Engine) 

With potentially hundreds of quests and dozens of skill trees available, a key UX challenge is helping 

citizens find the right missions for them – ones that match their interests, skill level, and their 

community’s needs. This is where a recommendation engine comes into play. 

A Quest Recommendation Engine in POLIS would function somewhat like a mix of a job board and a 

personalized learning platform. It could take into account: 

• User’s current skills and XP profile: e.g., “You have 300 XP in Urban Planning – here’s a quest 

to apply those skills in a new project” or “You’re only 20 XP away from Level 2 Mediator; 

consider this conflict resolution quest.” 

• Stated interests/goals: When users onboard, they might select causes or domains they care 

about (environment, tech, arts, etc.), or tag skill trees they want to advance in. 

• Community priorities: The DAO might flag certain quests as high priority (say disaster prep 

when a season is coming, or volunteering for an upcoming festival). These get promoted in 

recommendations. 



• Cross-Polis opportunities: If a user opts in to global opportunities, the engine could show 

quests in nearby Polises or online quests run by other communities. For instance, if a 

neighboring town needs more hands for a large tree-planting, it could appear for citizens in 

your town who have Environment XP. This fosters inter-polis collaboration: people with rare 

skills can lend aid beyond their locality. Essentially, skill needs can find skill holders. 

The UI for this might look like a feed or dashboard of suggested quests. Think of how modern apps 

show you “You might like to join… [this event/meetup/course]”. Each suggestion can show the XP 

reward, difficulty, location (if physical), time required, and how it aligns with your profile (“completing 

this quest would unlock X badge” or “this quest fulfills a requirement for Y skill tree”). 

One can draw parallels to something like LinkedIn suggesting courses or Coursera recommending next 

modules, but here it’s more communal and action-oriented. We could even incorporate a 

matchmaking for group quests: if five people are needed for a quest, the engine can group 

recommend and form a party – like a raid group in a game. E.g., “Team up with Alice and Bob, who 

also want to learn solar panel installation – quest starts next Saturday.” 

Given the data, a variety of machine learning techniques could be used (collaborative filtering based 

on which quests users with similar profiles took; content-based filtering based on tags/skills; or even 

AI assistants). However, transparency in recommendations is important to avoid bias – since this 

influences civic behavior, ideally the criteria are understandable or user-tunable (like toggling “show 

me more quests that help me meet people” vs “show me more quests that advance my career 

skills”). 

For cross-Polis matching specifically: There could be a network-level quest exchange or “mission 

board” visible to all Polises. If one community has a surplus of a skill need and another has surplus of 

skilled people, the platform could facilitate a connection. For instance, guild alliances (Section 6) 

might use a shared mission board. A user might filter “show remote quests” or “show quests in Polis 

X” if they’re willing to travel or collaborate online with others. This broadens horizons and solidifies 

the concept of Polises as a cooperative network rather than siloed cities. 

The UX should also celebrate the journey: not only recommending quests but acknowledging 

achievements as they happen (a bit of gamified UI feedback – confetti when you level up, an 

animation when you earn a badge, etc., to reinforce the satisfaction). Leaderboards or community 

heatmaps could be accessible but optional (some love seeing their rank; others prefer focus on 

personal progress). 

React-Based Quest Dashboards and Skill Tree Visualization 

The user interface for interacting with quests and skills is critical to usability. A modern, responsive 

web app (likely built in React or a similar framework) will provide the main dashboard for citizens. 

Quest Dashboard: This is the home screen for a citizen’s POLIS app. It likely includes: 

• Active Quests: The quests the user has accepted or is currently working on, with progress 

bars or checklists (e.g., “3/5 tasks done”). Some quests might be one-off, others could have 

sub-missions or repeatable steps. 

• Available Quests: categorized perhaps by domain or urgency, as discussed in 

recommendations. Users can browse or search (filter by category, location, skill tree, reward 

size, etc.). Each quest card would show details and perhaps comments or ratings from those 

who did it (which can help newcomers gauge what’s involved). 



• Quest Submission: For completed quests, an easy interface to upload proof (photos, text 

report, link to work) or trigger a verification workflow. After finishing a quest, maybe a “Mark 

Complete” button appears, sending a notification to a validator or automatically awarding XP 

if auto-verified. 

• Possibly, Quest Creation for those authorized (community organizers can create quests 

through a form here, subject to DAO approval for publishing). 

Skill Tree Visualization: A distinctive feature is showing the skill trees in a visual way. This could be: 

• A tree or graph diagram where each skill domain is a node that can expand into sub-skills or 

levels. For example, clicking “Arts” might show branches like Music, Painting, Theater, each of 

which further expands. 

• Your progress can be overlaid: maybe each node has a colored ring partially filled 

corresponding to how much XP you have in that skill vs. next level threshold. Completed 

badges might appear as icons on the nodes. 

• Alternatively, it could be displayed as a profile page with progress bars for each skill category, 

though a tree diagram is more evocative and game-like (like a tech tree in strategy games). 

The visualization should make it intuitive how far you’ve come and what pathways are available. 

Perhaps greyed-out badges that you haven’t earned yet appear with hints (“Complete 2 more quests 

in this branch to unlock this badge”). This sets clear goals. It can also highlight cross-overs: e.g., note 

that achieving Level 5 in two different sub-skills unlocks a “Master of Arts” meta-badge, prompting 

interdisciplinary quests. 

React is suited because it can handle dynamic data (like updating XP counts in real-time, drawing 

interactive SVG trees, etc.). It also integrates well with Web3 libraries for DID authentication and 

signing. For example, the app could use a library to request a signature when a user claims a quest or 

wants to present a credential. 

Mobile experience is also crucial – many will interact via smartphone to e.g. scan QR codes at events 

to claim POAPs or take a picture as proof for a quest. A React Native or progressive web app could be 

implemented so quests can be joined/completed on the go. Imagine at a community event, there’s a 

QR code that says “Scan to join this quest” – the app opens and you confirm participation, then later 

confirm completion on-site, and voila POAP minted and XP awarded seamlessly. 

An important aspect of the UX is accessibility – both in design (clear, not too gamified to the point of 

confusion) and in language (multilingual support given diverse communities). Also, there should be 

narratives or context provided: perhaps each skill tree has a description and narrative of why it 

matters, to inspire users (tying back to conceptual motivations). 

To make the system diagrams accessible, maybe the dashboard includes a section “Your Polis 

Identity” showing your DID and connected accounts (like Gitcoin Passport stamps, etc., which could 

be fetched and shown, bridging Web3 elements but in a user-friendly way). 

Given that many users might not have prior blockchain experience, the UX should hide the complexity 

of wallets and keys. It might integrate something like a social login that under the hood creates a DID 

or use a custodial wallet for those who opt for simplicity, with option to bring-your-own-wallet for 

advanced users. 



DAO-Validated Badge Explorer and Third-Party API Integration 

Once badges are earned, there should be ways to explore and utilize them beyond just the user’s own 

dashboard. Two key components here are a Badge Explorer and APIs for third parties. 

Badge Explorer: This is akin to a library or gallery of all available badges and skill trees, accessible to 

any user (not just yourself). It serves multiple purposes: 

• Transparency: Anyone can see what badges exist and what they mean. For instance, if you 

notice someone with a “Master Coordinator Badge”, you can look it up in the explorer and 

see “awarded to citizens who have led at least 3 successful community projects, verified by 

PolisDAO” – essentially the metadata and criteria (since each badge as per Open Badges has 

those details embedded). 

• Inspiration: Users can browse badges by category, maybe like browsing achievements in a 

game. “Oh, there’s a badge for Night Sky Astronomy – how do I get that?” and then it shows 

the related skill tree and quests needed. This can spark interest and self-directed learning. 

• Audit: For the community, being able to see how many of each badge have been issued, and 

possibly who earned them (if not private), ensures accountability. The explorer might show 

stats like “Badge X: 45 recipients; Issuer: Org Y; Last issued: 2 days ago” etc. This ties in with 

open governance, as one can identify if maybe some badge is being over-issued or under-

utilized. 

• Global Recognition: The badge explorer is also where outside observers (like partner 

organizations or even other cities) can verify a badge. For instance, an employer scanning a 

candidate’s badge can be directed to the explorer entry confirming it (and via cryptographic 

proof ensure it’s legit). This is effectively an API for human-readable verification, 

complementing machine verification via cryptographic means. 

It could be a web portal where you can search by person as well (if they have a public profile) to see 

their public badges. However, privacy settings should be respected: if a badge is private, the explorer 

might not list it under a person’s name, though the badge type itself is still listed in the library. 

APIs and Third-Party Integration: POLIS should provide APIs or data feeds so that other systems can 

interact with the XP/Badge data (with permission). Examples: 

• Educational Institutions: A university might query via API if a student has certain POLIS 

credentials to give them credits or admission preference. With user consent (maybe the 

student provides a one-time token or presentation proof), the university’s system uses the 

POLIS API to verify those badges (this could also be done with pure VC exchange, but an API 

might simplify for initial adoption). 

• Employer HR Systems: Companies could integrate a “Verify POLIS credentials” button in their 

hiring portals. Using an API endpoint, they input a badge ID or user DID and badge type, and 

get a yes/no or detail (again, only if the user has given them a verifiable presentation or 

access key). This encourages relying on community achievements as legitimate qualifications. 

• Other DAOs and Guilds: Suppose there’s a global guild for software developers. They might 

auto-fetch Gitcoin Passport scores or other credentials. Similarly, they could pull relevant 

POLIS XP information to assign roles. For example, a Guild.xyz integration could allow token-

gating or role assignment in Discord based on POLIS badges (like you get a Discord role “Level 

3 Citizen” if you have a certain badge). This fosters interoperability in the Web3 space, 

making POLIS part of the broader DAO tooling ecosystem. 



• Collaboration Platforms: If someone uses LinkedIn or a portfolio site, they might embed or 

link their POLIS badges. An open API or standard (Open Badges standard is already something 

these sites could parse) enables that. A person could display “Verified via POLIS: 500 XP in 

Community Leadership” on their profile, which when clicked hits an API to verify authenticity. 

The architecture of these APIs must ensure security – likely requiring authentication for non-public 

data (so a user would approve a connection, similar to how you authorize an app to see your LinkedIn 

certificates). For public badges, a simple REST or GraphQL API might allow querying by badge ID or 

DID to get a signed attestation or JSON with the info. 

Additionally, the DAO-validated aspect means the API can provide cryptographic proofs or 

references. For instance, it might return the transaction hash or signature of the DAO issuer that 

issued the badge, so the verifier can double-check on blockchain or via DID resolution. Essentially 

every badge has a chain of trust: Issuer DID (which could be the DAO’s DID) signed it. The explorer 

could integrate with DID resolution to show the verified status (“Issued by PolisDAO – DID matched 

the known DAO identity, signature valid”). 

From a UX perspective for the third parties, they might not use the POLIS app UI but rather just rely 

on these integrations. So making it straightforward is key. Embracing standards like Open Badges 3.0 

and Verifiable Credentials will help – as those already define certain API patterns for verification. 

Example: A third-party learning platform (like a MOOC provider) wants to award POLIS XP to its 

graduates for community-related courses. If POLIS provides an API endpoint like /issueXP 

(authenticated for partners) or better, an interoperable VC issuance pipeline, the MOOC could on 

course completion call that to trigger a quest completion in POLIS (assuming the user linked accounts 

and consented). Now the user gets XP in their Polis profile for something done outside – expanding 

the ecosystem of contributions. This is more advanced (requiring trust relationships with issuers), but 

doable via DAO agreements or whitelisting certain partner DIDs as issuers for particular skill trees. 

In short, the system is designed to not be a walled garden. It should integrate with the outside world 

– both to enrich the user experience (importing external achievements, exporting POLIS 

achievements) and to allow external recognition (so the “game” has real-life impact). The badge 

explorer and APIs serve as that bridge between the internal gamified world and the broader socio-

economic world. 

6. Future Roadmap 
Looking ahead, the XP/Quest/Badge/Skill Tree system is not a static project but an evolving 

ecosystem. As POLIS grows, several key developments are envisioned to enhance and scale the 

framework: 

DAO Alliances: Guilds, Schools, and Polises 

In the future, we expect to see alliances between multiple DAOs – essentially federations of 

communities and organizations collaborating on the skill system. For instance: 

• Guild Alliances: Professional or interest-based guilds (say a Global Programmers Guild DAO, 

or an International Permaculture Guild) can align with Polises. A guild might adopt the POLIS 

XP system for their members, or conversely Polises might incorporate guild certifications as 

part of their skill trees. An alliance could mean mutual recognition: e.g., a Cooking Guild 

issues badges for chefs, and local Polises agree that those count as advanced XP in their Food 

& Hospitality skill tree. The DAO-to-DAO communication needed for this could be through 



shared registries or cross-governance pacts. Guilds provide deep expertise (setting high 

standards for a craft), while Polises provide local grounding (ensuring those skills are used in 

community quests). The outcome: a more standardized yet diverse skill credential ecosystem 

across regions and disciplines. 

• Educational Institutions: Schools, universities, and vocational institutes might form 

partnerships with Polis DAOs. We foresee integration of POLIS badges with formal education 

credits. A college might become a DAO or join one, where completing community projects via 

POLIS can earn you academic credit (since it’s well-documented learning). Conversely, the 

school’s credentials (diplomas, microdegrees) could be issued as verifiable badges that the 

POLIS system can consume (so a graduate enters the community already with certain badges 

in their profile). DAO alliances with accreditation bodies could push the envelope: imagine a 

coalition of forward-thinking universities forming an alliance DAO that accepts XP in certain 

skill trees as evidence of prior learning for admissions or degrees. This creates an alternative 

pathway to education recognition that’s community-driven. 

• Inter-Polis Coalitions: Polises themselves may federate at higher levels – e.g., a National Polis 

Network DAO or a Global Assembly of Polises. These bodies could maintain the global skill 

registry, coordinate large-scale quests (like global climate action quests spanning cities), and 

arbitrate standards. They might also share resources: if one Polis has an excellent training 

program (quest series), an alliance can help fund and propagate it to others. They could also 

pool reputational data for greater good: for example, trust networks to verify identities or 

share best practices in verification (like a global DAO audit guild that periodically reviews how 

Polises are issuing XP, to ensure quality and avoid reputation inflation). 

Alliance examples: 

• Several city Polises partner with a National Sports Association (which is run as a DAO) to 

launch a unified “Sports Skills” program. They agree on badges for various sports that are 

recognized countrywide. This means if you move to another city, your Level 4 Basketball 

badge is known and you can easily join leagues there. 

• Polises in different countries but sharing cultural ties (say communities of a diaspora) form a 

Cultural Heritage Alliance. They develop quests and badges for language preservation, 

traditional crafts, etc. The badges are recognized across the alliance, and they even host joint 

events (cross-Polis quests) to celebrate achievements together. 

Technically, alliances might involve bridging chains or databases if Polises use different infrastructure. 

This is where standards (DIDs/VCs) shine – credentials can be trust-checked even across different 

networks if the issuers are known and respected. It might also involve governance tokens or 

reputation tokens exchange if one DAO invests in another’s program. 

Integration with Formal Accreditation and Institutions 

To truly blur the line between informal and formal learning, the POLIS skill system will increasingly 

integrate with established accreditation frameworks: 

• Government and Civic Certifications: For example, many countries have vocational 

qualification frameworks or even civil service exams. If POLIS can map its badges to those 

frameworks (like aligning a Polis Healthcare Level 3 badge with a formal Certified Nursing 

Assistant qualification), then a citizen’s quest-earned experience could be converted to a 

government-issued license with minimal extra steps. Some governments are already 

exploring digital credentials for education – POLIS can partner in pilots where, say, a Ministry 



of Education recognizes community-earned badges for adult learning credits or a Ministry of 

Labor accepts a portfolio of VC-backed community work as part of skill verification for jobs. 

• Workforce Development: Companies could integrate POLIS into their hiring or training. It 

might start with simple recognition (“We give interview preference to candidates with 

‘Community Leader’ badges”). But it could go further: employers sponsoring quests that 

double as training for jobs, and awarding XP that counts as internal promotion points. For 

instance, a tech company might create a series of open quests in a Polis related to coding 

challenges, which simultaneously serve as their recruitment pipeline. The XP you earn not 

only helps you in Polis but also could translate to points in the company’s hiring process. This 

is mutually beneficial: the community gets open tech solutions from the quests; the company 

finds vetted talent with proven skills. 

• Lifelong Learning Frameworks: Many countries have qualification frameworks (like the 

European Qualifications Framework (EQF) for formal education levels). In the future, POLIS 

badges might be assigned an equivalence in these frameworks. Or a body like UNESCO might 

adopt an open badge framework for lifelong learning that POLIS aligns with. The effect: 

someone’s informal learning in community can be understood internationally in the same 

language as formal degrees. Already we see language like “micro-credentials” and 

“alternative validation” for skills – POLIS could be a driving example of how to implement that 

at scale. 

Reaching that integration will require building trust and demonstrating rigor. The DAO audits, 

community verification, and fraud prevention measures we described build the case that POLIS 

credentials are credible and merit-based. Over time, a history of success stories (e.g., an employer 

finds POLIS-badge hires excel, or a university finds that POLIS-trained volunteers are as competent as 

formally trained ones) will break down skepticism. Eventually, educational institutions might formally 

embed POLIS in curricula (service learning credits automatically become POLIS quests, etc.). 

The roadmap might include formal MOUs between POLIS networks and educational boards, or 

government pilot programs where some public services training is delegated to community quest 

format. Think of how some cities have community policing or paramedic volunteers – if they show 

that a community badge yields volunteers as capable as official academy grads, it could revolutionize 

workforce training (and reduce costs, since community-based training is often more scalable and 

accessible). 

XP-to-Governance Models 

As the XP system matures, one of the most profound implications is how it can feed back into 

governance itself, potentially redefining how decisions are made in the DAO: 

• Level-Based Voting Weight: Rather than one-person-one-vote or token-weighted voting, 

POLIS could implement reputation-weighted voting. For example, on matters of city park 

improvements, perhaps votes of people with high XP in Environment or Community 

Gardening skills carry somewhat more weight (since they have demonstrated 

expertise/commitment in that domain). Or on education policy proposals, teachers or those 

with mentoring badges could have a larger say. More generally, your overall “citizen level” 

(aggregate XP or a civic reputation score) could be used to scale your voting power. This is 

akin to what some DAOs like Colony or SourceCred do, where reputation tokens influence 

governance. It aims to “ensure those who significantly contribute... wield greater influence”, 

aligning decision power with demonstrated commitment. However, this must be balanced so 

it doesn’t disenfranchise newcomers completely – perhaps a hybrid system or caps to prevent 



a few high-XP individuals from dominating. But it could prevent plutocracy (token whales) 

and kakistocracy (unqualified populists) by injecting merit metrics. 

• Reputation-Sensitive Proposal Filters: The DAO could introduce requirements like “to submit 

a proposal above a certain budget, you must have at least X XP in relevant areas or a certain 

reputation level.” This ensures big decisions are initiated by those with some track record. 

Similarly, proposals could require a certain number of high-rep co-sponsors to be taken to a 

vote, filtering out spam or naive ideas. It’s essentially using XP as a spam filter and quality 

control in governance. Because XP is non-transferable, it’s a measure one cannot buy – they 

must earn it via community work, which indicates skin in the game. Vitalik and others have 

suggested proof-of-personhood and soulbound reputation as ways to improve DAO 

governance beyond coin voting. POLIS can be the testbed of that philosophy at a 

city/community scale. 

• Tiered Governance Roles: We could see the emergence of level-unlocked roles: e.g., at Level 

5 Community Health skill, you become eligible for the Health Council (a committee dealing 

with health-related governance decisions). Or reaching Elder status in multiple community 

domains might automatically invite you to an advisory senate of sorts in the DAO. This is a bit 

like how in games, reaching certain levels unlocks new areas or abilities – here it unlocks civic 

responsibilities and privileges. Another example: maybe small local funding decisions are 

made by those who have at least a “Trusted Community Member” badge (which could be 

earned by, say, 1 year of active quests and a peer endorsement). This fosters governance 

that’s both inclusive (everyone can build up to it) and competency-based (responsibility 

scales with experience). 

• Reputation Decay & Renewal in Governance: The system could incorporate that if someone’s 

XP or participation falls (maybe they go inactive for years), their governance influence also 

fades, requiring them to “re-earn” trust if they return – preventing a static oligarchy of early 

high-XP members. This concept exists in dynamic reputation models and ensures governance 

stays current with active contributors. 

• Sybil Resistance and Identity: Using XP and badges as part of identity can strengthen Sybil 

resistance: it’s much harder (practically impossible) for an attacker to fake multiple identities 

each with rich histories of contributions. This complements or even could replace reliance on 

“one per human” token or KYC, by instead looking at reputation graphs. (Gitcoin Passport 

uses a similar idea with badges as identity trust.) Thus governance can be more secure 

against fake accounts because voters with meaningful weight will have extensive XP trails 

which are not easy to fabricate. 

A vision for the future could be: City governance where council seats or decision votes are 

determined by a “civic level” – a mix of contributions in various domains. It incentivizes politicians or 

decision-makers to actually do community work (imagine a world where to be mayor you needed to 

have a platinum badge in Community Service!). It might sound idealistic, but with a robust system, it’s 

feasible to at least partially implement: e.g., some portion of voting power could come from one-

person-one-vote, and another portion from XP-weight, achieving a blend of equality and meritocracy. 

This model resonates with historical concepts too (e.g., elders council, meritocratic elements in 

governance) but technology allows it to be done transparently and fluidly now, without resorting to 

rigid classes. 



Conclusion of Roadmap: In the long term, POLIS’s XP/Quest system could fundamentally shift how 

society recognizes and utilizes human potential. We’ll see a convergence of community life, 

education, and governance into one cohesive loop: 

1. Engage in Community (Quests) → 2. Earn Reputation (XP/Badges) → 3. Leverage Reputation 

(for Opportunities & Governance influence) → 4. Use influence to improve Community → 

back to step 1. 

As more DAOs, institutions, and communities join this loop, we get a fabric of society where doing 

good and developing oneself is directly rewarding and empowers one to do even more good – a 

positive feedback cycle of social capital. This is how, from day one, POLIS architecture is aiming to 

build not just a local system, but a new post-scarcity societal infrastructure where achievement is 

currency, collaboration is status, and skills are the new wealth, all while being inclusive and human-

centric. 

 


